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Regulation for the Cyber Woman Trophy 2021 
Cyber Woman Day 

Item 1: 
Cyber Woman Day trophies are open to all women: 

• Working in cyber security (in the broad sense, including support functions) 

• Francophone or Anglophone 

• Residing on the European continent 

Item 2: 
Applicants can apply in one of the following 6 categories: 

• Woman Leader or CEO in Cybersecurity 

• Woman professional in Cybersecurity 

• Woman in Cybersecurity support 

• Woman student in Cybersecurity 

• Woman researcher in Cybersecurity 

• Woman military in Cybersecurity (e.g., COMCYBER in France) 

The candidate will have to indicate if she wants to compete for the French award (she will then have to be 

French) or the European one, the awards being separate: Woman Cyber Leader France and Woman Cyber 

Leader Europe, etc.  

A candidate can only compete in one category and one zone (France or Europe). 

Candidates can also be nominated by third parties. 

If the same candidate is nominated in more than one category or zone, the trophy team will select the most 

relevant category or zone. 

The following categories allow the jury to reward a profile that has caught its attention: 

• Jury's favorite 

• CEFCYS' favorite becomes the Jerome Chappe Award 

It is not possible to apply directly for these categories. 

Item 3: 
The competition schedule is as follows: 

01/07: Opening of applications. 

01/09: Weekly dispatch of applications to jury members begins. 

24/09: Closure of applications. 

07/10: Jury lunch: confirmation of the 45 nominees and winners. 

14/10: Public announcement of the 45 nominees. 

26/10: Award Ceremony 
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Item 4: 
Members of the trophy team and the jury cannot be candidates but are allowed to propose candidates. 

Item 5: 
The scoring criteria are as follows (non-exhaustive and in no order of importance) 

• Her contribution to innovation  
• Her contribution to a norm or standard  
• Her influence within the community  
• Her contribution within her organization to promote cyber security  
• Her contribution to the national media  
• The quality of her customer service (internal or external)  
• The quality of a project that she has successfully delivered 
• Her research 
• Her publications 
• Her role as a teacher in addition to her paid duties  
• Her role as a mentor or coach  
• Her participation in events as a speaker  
• The number of times an application is submitted (a person can be recommended or apply directly) 
• Her presence and frequency of contributions on social networks (LinkedIn, Twitter, etc.)  

 

Item 6: GPDR 
For the competition, CEFCYS and the candidates will respect the applicable legislation on Data Protection. 

Directive 95/46 on the protection of individuals with regard to the processing of personal data and on the 

free movement of such data (EU Data Protection Directive), the law transposing the EU Data Protection 

Directive, 

European Regulation 2016/679 on the protection of individuals with regard to the processing of Personal 

Data and on the free movement of such data from its date of application 

In the context of the event, each party will communicate the personal information necessary and sufficient 

for the deliberations of the jury. CEFCYS commits to protect the data provided by/about the candidates. 

Item 7: Fairplay 
Any attempt to contact the jury to favor a candidate (either by the candidate herself or by a person who 

recommended her) may result in a sanction up to and including removal of the candidate, depending on the 

seriousness of the case. 


